IBM Cloud Services Agreement

IBM Cloud Service Description: IBM AppScan Mobile Analyzer for Bluemix

Except as noted below the terms of the IBM Bluemix Service Description or Terms of Use, as applicable, apply.

The following is the Service Description for your Order:

1. Cloud Service Description
   This service identifies security issues at the code level of Android mobile applications. It allows a developer to scan for security vulnerabilities without the need to supply the application code. At the end of the scan the service generates a security report that includes details of detected vulnerabilities, the potential security risks to the mobile application caused by these vulnerabilities, with suggestions for how to fix them.
   To start using the service:
   ● Browse to an Android Application Package (APK), create a scan name and start the scan.
   ● Once the scan is completed a report will be generated and available for download.

2. Entitlement and Billing Information

2.1 Charge Metrics
   The Cloud Service is offered in accordance with the following charge metric:
   Application Instance - An Application Instance is an instance of an application connected to or managed by the Cloud Service. An application in multiple environments, such as test, development, staging, and production, is counted as separate instances. Multiple copies of an application running in the same environment are also counted as separate instances. You will be charged for each Application Instance connected to or managed during the billing period.

3. Safe Harbor Framework
   The Cloud Service does not comply with the US-EU and US-Swiss Safe Harbor Frameworks.

4. Service Unique Terms
   The Cloud Service is designed to identify a variety of potential security and compliance issues in mobile applications and mobile web services. It does not test all vulnerabilities or compliance risks, nor does it act as a barrier to security attacks. Security threats, regulations and standards continually change, and the Cloud Service may not reflect all such changes. The security and compliance of your mobile application, systems and employees, and any remedial actions, are your responsibility alone. It is solely within your discretion to use or not use any of the information provided by the Cloud Service.